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Network/Internet users are responsible for their actions in accessing available resources. The following standards will apply to all users (students and employees) of the Network/Internet:

1. The user in whose name a system account is issued will be responsible at all times for its proper use. Users may not access another person's account without written permission from an administrator or immediate supervisor.

2. The system may not be used for illegal purposes, in support of illegal activities, or for any other activity prohibited by District policy.

3. Users may not redistribute copyrighted programs or data without the written permission of the copyright holder or designee. Such permission must be specified in the document or must be obtained directly from the copyright holder or designee in accordance with applicable copyright laws, District policy, and administrative regulations.

4. A user must not knowingly attempt to access educationally inappropriate material. If a user accidentally reaches such material, the user must immediately back out of the area on the Internet containing educationally inappropriate material. The user must then notify the building administrator and/or immediate supervisor of the site address that should be added to the filtering software, so that it can be removed from accessibility.

5.
A user may not disable Internet tracking software or implement a private browsing feature on District computers or networks.  Browsing history shall only be deleted by authorized staff or in accordance with the District technology department’s directives.


